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University degree in computer science & PHD degree in 

public administration & information law, docent. Highly 

experienced professional in government, military and 

private sectors. Author of more than 140 publications. E-

Crime-2002 Congress delegate (London). 

Education 

Ph.D. in Law (information law, public administrative law) - Kyiv National 

University of Internal Affairs,  

Master’s degree in Computer science – the National Technical University of 

Ukraine - Kyiv Polytechnic Institute 

 

Professional training 

 

2021 - Training on International Cooperation on cybercrime and electronic 

evidence for investigators, prosecutors and judges (Council of Europe project 

CyberEast).  

2020 - Participation in the working group of the Verkhovna Rada of Ukraine on 

the implementation of the European Convention on Cybercrime 

2019 - Publication of works: Electronic (digital) evidence in criminal proceedings: 

methodical recommendations, Scientific and practical commentary on the Law of 

Ukraine "On the basic principles of cybersecurity of Ukraine". 

2018 - Organization and participation in an international seminar (TAIEX 

Workshop) on the Detection and Investigation Techniques of cybercrimes 

2017 - Participation in CYBERCRIME@EAP-II Public/private cooperation in 

cybercrime and electronic evidence 

2016 - Training on Information Protection at Critical Infrastructure facilities 

(Warsaw) 

2001-2004 Participation in the international project of the American University 

 

Professional Experience 

 

1999-2004, 2016 – 2021 

Leading researcher, Chief researcher at the Cybersecurity and Cybercrime 

Department of the Interagency Research Center on Problems of Combating 

Organized Crime under the National Security and Defense Council of Ukraine 

- Informational and analytical support of the National Security and Defense 

Council of Ukraine 

- The main activity is combating cybercrime and cybersecurity. Discussion and 

submission of proposals to the Cyber Security Strategy of Ukraine. Organization of 



an interagency workshop with the assistance of the US Department of Justice 

“Cyber Crime Training seminar” (Lester R.McNulty, Janine Watson).  

 

2008 / 2015 

Executive director of the State Center of Documents Personalization of the State 

Migration Service of Ukraine 

Passport Documents Center was designed and developed (the Center served more 

than 165 thousand customers, reduced the time for servicing passport documents 

by three times). 

 

2004/ 2008 

Head of the Information Department of the Specialized Enterprise 

HOLOGRAPHY  

- Creation and maintenance of websites. 

 

1991/ 1999  

Chief of Automatic Communication and Operational Control Center at the 

Fire Brigades Head Office of Kyiv region of Ukraine 

- Creation and implementation of modern information technologies in 

management activities of fire protection, acceptance and processing of operational 

information, statistical data processing. Developed and implemented the first in 

Ukraine Automated Fire Protection Operational Management System based on 

personal computers (Copyright certificate PA № E-101 1992).  
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